**OLUMIDE GLADSTONE ALEBIOSU**

No 13, Gbenga Shabi, Oworonsoki, Lagos, Nigeria. Email: gladstoneallen@yahoo.com

**Tel**: +(234)7062029468, +(234)7032716595. **LinkedIn**: Olumide Alebiosu

Holds a bachelor’s degree in Electrical and Electronics Engineering. Five years of research and work experience in IT services ranging from networking to data/information security, computer network design, and security controls and requirements on emerging projects. A result driven and analytical minded individual seeking excellence and precision at all positions and circumstances to attain professional distinction and proficiency.

|  |  |  |  |
| --- | --- | --- | --- |
|  | **AREAS OF PROFICIENCY** |  | |
| Computer Networks and Security | Security Planning and controls | Electrical Systems Installation | |
| Vulnerability/Threat Assessment  Microsoft Advanced Threats Analytics  Force Point Security Manager  Effective Qualys Vulnerability Management | Threat Detection and Prevention  Multi-factor-Authentication support  Executive Reporting  Swift Incident response | Fire Alarm Systems  Inverter & Solar System  Computer system Maintenance  CCTV Security Cameras | |
| **WORK EXPERIENCE** | | |  | |
| **I. MTN** **– Lagos Dec 2019 – Till Date**  **cyber-security**  **Information Security Analyst** II  • Analyze security event data on critical IT assets.  • Perform system/network vulnerability assessment and drives urgent remediation  • Generate and maintain operational process and training documentation  • investigate security alerts and provide local and group incident response  • monitor identity and access management, including monitoring for abuse of permissions by authorized system users  • Analyzes and recommend information security controls and procedures on emerging projects  • liaise with stakeholders in relation to cyber security issues and provide future recommendations  • use advanced analytic tools to determine emerging threat patterns and vulnerabilities  • Provides full Support on security applications (forcepoint, RSA, Trendmicro EDR, Qualys, etc.)  • Conduct security awareness program across all divisions  **II. Halogen Security – Lagos June 2019 – Dec 2019**  **cyber-security**  **Managed security Services Senior Analyst**  • Vulnerability Assessment and penetration testing  • Technical Support on Deployed solutions (RSA secure ID, Netwitness, Archer, Qualys, Nessus, Trend Micro …)  • Information Security Awareness for client’s and in-house Staff  • Preparations of Executive reports  • Technical Sales Presentations  • Social Engineering Tools Administrator  **III. MTN NIGERIA –** Lagos. **Feb 2018 – June 2019**  *Telecommunications.* | | |  | |

**INFORMATION SYSTEMS SECURITY ADMINISTRATOR**

* Administration of RSA Multifactor Factor Authentication solution and troubleshoot of issues reported by users.
* Vulnerability Management: remediate vulnerabilities on user machines and treat High Risk Users with utmost urgency
* Review failed/Successful VPN authentications
* Remote Access/VPN Users Support
* Investigate failed logs and drive resolution of possible issues.
* Investigate suspicious domain login attempts (successful / failed).
* Network Access Management and Control using Cisco Identity Services Engine.
* Monitor possible security incidents around the enterprise network and do adequate escalation if necessary.
* Threat / Vulnerabilities detection / Analytics using Advanced Enterprise tools such as Qualys, Nessus scanner, RSA Security Console, Microsoft ATA.
* Monitor nodes with direct internet access and ensure restriction of access to vulnerable sites.
* Assist with security incident escalation and follow up with relevant teams for closure.
* Provide support to Security Operations engineers on the administration of Security Applications.
* Preparation of various security reports according to required formats using information received.

1. **City radio 89.7fm –** Onitsha. **April 2017 – Dec 2017**

***ICT/Studio Manager****.*

* + - Responsible for all ICT operational activities and take responsibility for the effective management, performance, and improvement of station’s ICT functions.
    - Ensures that all ICT operating systems and applications are secure and fit for purpose, continually reviewed, and enhanced and that they will best deliver business needs.
    - Manage and maintain all ICT systems, service contracts and applications to tender.
    - Ensure online relevance through well-structured contents and consistency.
    - Supervises Outside-Broadcasting equipment set up for live coverage.
    - Reviews all adverts and measures up with NBC standards before airing
    - Supervises Program Recording and editing before airing

1. **Noble Computer Institute–** Asaba. **Jan 2016 – Dec,2016**

***Maintenance Engineer/Academic Staff***

* Provides technical assistance and resolutions to the institute as necessary
* Sets up new computer systems and equip with necessary tools for the institute smooth operations.
* Ensures that Antivirus and Internet security software is updated and running properly.
* Maintains computer equipment and software to ensure secure and efficient operations.
* Repair computer hardware and software’s as required
* Responsible for maintaining the institute Local Area Network (LAN).
* Tutored the engineering students at the institute computer maintenance and basic Networking skills.
* Maintains parts inventory and logs all service/repair activities for both Internal and external customers.
* Resolves internal user problems and ensures correct operation of personal computers.
* Responsible for organizing routine maintenance schedules of the Institute systems and appliances.

|  |  |
| --- | --- |
| 1. **Delta State Independent Electoral Commission –***National Youth Service*   **I.T DEPARTMENT ASSISTANT**   * Staff Education on IT services * System hardware maintenance. * Printers / Router configuration and operation. * Software installations and configuration. * Remote assistance on IT related issues |  |
| **Recent Achievements**:  o Assisted on continuous staff security awareness training to meet KPI  o Assisted my team in acquisition of ISO 27001 certification.  o Actively assists to drive down reported monthly incidents and threats by more than 70%.  o Assisted in the successful implementation of staff multi-factor Authentication.  o Insightful Vulnerability assessment and Penetration Testing on the below company   * Greenwich Trust Limited and subsidiaries * Fidelity Pension Manager Limited * Sovereign Trust Insurance PLC * Wapic Insurance PLC * Successfully Ensured Remote Access Service is securely up and running for all staff for Work from Home     **Education**   * Federal University of Technology, Akure –Electrical Electronics Engineering (B.Eng.).**2009 -2014** * Federal University Technology, Akure – University Diploma in Sciences. **2007 - 2009** * Iganmode Grammar School, Ota. **2004 -2007** * Excellent Nursery and Primary school, Oworonsoki Lagos. **1991 - 1999**   **Certifications & Trainings:**   * Certified Ethical Hacker * Certified in cybersecurity (ISC)² * CompTIA Security + Certified * Oracle Database Security: Preventive Controls. (Certified) * Qualys Vulnerability Management Certified * Trend-Micro Cloud Edge Certified * TrendMicro Apex one Certified Professional * TrendMicro Deep Security Certified Professional * ISO 20000 Practitioner Course * RSA Secure ID (Access Manager Certified Engineer) * RSA Netwitness Certified Engineer * RSA Archer Certified Engineer |  |
| **Aptitudes**   * Large capacity to adapt * Active listening * Leadership * Focused * Quick and quantitative reasoning |  |